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Data Protection by Design and Default

Integrating data protection 
into technological design and 
organizational practices.

1
Management frameworks to 
establish video surveillance 
policies and procedures.

2
Technical system 
specifications include GDPR 
principles (like data 
minimization, integrity, and 
confidentiality).
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Minimizing risks associated with 
biometric data processing.

Considerations for storing 
biometric templates in centralized, 

encrypted databases.

Ensuring biometric data cannot be 
transferred across different 

systems.

Biometric Data Processing



Data Integrity, Deletion, and 
Unauthorized Access









Conclusion

Q&A DEBATE DOUBTS AND 
CLARIFICATIONS


